Recent advances in network programmability enable both the control plane [5] and the data plane [4] to be reprogrammed on the fly. Among many advantages in manageability and policy management, this allows to provide certain services through the network devices (i.e. the switches) themselves instead of using distinct middleboxes.

The goal of this thesis is to develop an anomaly detection system that operates directly on the data plane of a network. For this, the network should monitor ongoing activities, distinguish between normal and suspicious activities and raise an alert if there is indication of malicious activity.

**Bootstrapping questions**

- How can we distinguish between normal and suspicious traffic? (e.g. with help of metadata such as source and destination, protocol, timing, size, …)
- What kind of analysis can be performed in the dataplane (i.e. in P4-switches [3])?
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